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PREFACE TO THE SEVENTH EDITION

The Medical Management of Biological Casualties Handbook, which
has been known as the “Blue Book,” has been enormously successful - far
beyond our expectations. Since the first edition in 1993, the awareness of
biological weapons in the U.S. has increased dramatically. Over 190,000
copies have been distributed to military and civilian healthcare providers
around the world, primarily through USAMRIID’s resident and off-site
Medical Management of Biological Casualties course.

This seventh edition has been revised and updated to address our un-
derstanding of medical management for diseases caused by threat patho-
gens. New material on the Laboratory Response Network (LRN), the use
of syndromic surveillance in a biological attack, and contagious casualty
care should prove useful to our readers.

Our goal has been to make this reference useful for the healthcare
provider on the front lines, whether on the battlefield or in a clinic, where
basic summary and treatment information is quickly required. We believe
we have been successful in this effort. We would like your feedback to
make future editions more useful and readable. Thank you for your inter-
est in this important subject.

—THE EDITORS
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DISCLAIMER

The purpose of this handbook is to provide concise supplemental reading material to assist
healthcare providers in the management of biological casualties. Although every effort has been
made to make the information in this handbook consistent with official policy and doctrine (see FM
8-284, Treatment of Biological Warfare Agent Casualties), the information contained in this handbook is
not official Department of the Army policy or doctrine, and should not be construed as such.

As you review this handbook, you will find specific therapies and prophylactic regimens for
the diseases mentioned. The majority of these are based upon standard treatment guidelines; how-
ever, some of the regimens noted may vary from information found in standard reference materials.
The reason for this is that the clinical presentation of certain diseases caused by a weaponized biologi-
cal agent (bio-agent) may vary from the endemic form of the disease. For ethical reasons, human chal-
lenge studies can only be performed with a limited number of these agents. Therefore, treatment and
prophylaxis regimens may be derived from in vitro data, animal models, and limited human data. Oc-
casionally you will find various Investigational New Drug (IND) products mentioned. They are often
used in the laboratory to protect healthcare workers. These products are not available commercially,
and can only be given under a specific protocol with informed consent. For guidelines on the use of
IND products, see Appendix L. IND products are mentioned for the scientific completeness of the
handbook, and are not necessarily to be construed as recommendations for therapy.



Executive Order 13139:

IMPROVING HEALTH PROTECTION OF MILITARY PERSONNEL
PARTICIPATING IN PARTICULAR MILITARY OPERATIONS

On 30 September 1999, the President of the U.S. issued Executive Or-
der 13139, which outlines the conditions under which IND and off-label
pharmaceuticals can be administered to U.S. service members. This hand-
book discusses numerous pharmaceutical products, some of which are
INDs. In certain other cases, licensed pharmaceuticals are discussed for use
in a manner (or for a condition) other than that for which they were origi-
nally licensed (i.e., an “off-label” indication).

This executive order does not intend to alter the traditional physician-
patient relationship or individual physician prescribing practices. Health-
care providers remain free to exercise clinical judgment and prescribe li-
censed pharmaceutical products as they deem appropriate for the optimal
care of their patients. This policy does, however, potentially influence rec-
ommendations that might be made by U.S. government agencies and that
might be applied to large numbers of service members outside of the indi-
vidual physician-patient relationship. The following text presents a brief
overview of EO 13139 for the benefit of the individual provider.

EO0131338

Provides the Secretary of Defense guidance regarding the provision of IND

products or products unapproved for their intended use as antidotes to

chemical, biological, or radiological weapons;

Stipulates that the U.S. government will administer products approved by

the Food and Drug Administration only for their intended use;

« Provides the circumstances and controls under which IND products may
be used.

To administer an IND product:

« Informed consent must be obtained from individual service members

* The president may waive informed consent (at the request of the Secretary
of Defense and only the Secretary of Defense) if:

-Informed consent is not feasible
-Informed consent is contrary to the best interests of the service member
-Obtaining informed consent is not in the best interests of national security.
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INTRODUCTION

Medical defense against the use of pathogens and toxins as weapons
or terrorism is a subject previously unfamiliar to many healthcare pro-
viders. The U.S. military has performed ongoing research against biolog-
ical weapon threats since World War II, but the terrorist attacks on the
U.S. mainland in September 2001 and the anthrax mail attacks in October
2001 provided a wake-up call for lawmakers, the public at large, and medi-
cal providers of all backgrounds that the threat of biological attacks was
real and required planning, training, and resources for response. There
has been a consequent increase of interest among healthcare practitioners
to understand better how to manage the medical consequences of expo-
sure to biological weapons that can lead to mass casualties.

Numerous measures to improve preparedness for and response to
biological warfare or bioterrorism are ongoing at local, state, and federal
levels. Training efforts have increased in both military and civilian sec-
tors. A week-long Medical Management of Chemical and Biological Casu-
alties Course taught at both USAMRIID and USAMRICD trains hundreds
of military and civilian medical professionals each year on biological and
chemical medical defense. The highly successful USAMRIID internation-
al satellite, online, and DVD courses on the Medical Management of Bi-
ological Casualties have reached over hundreds of thousands of medical
personnel since 1997.

Through this handbook and related courses, medical professionals
learn about effective available medical countermeasures against many of
the bacteria, viruses, and toxins that might be used as biological weapons
against our military forces or civilian communities. The importance of
this education cannot be overemphasized and it is hoped that healthcare
professionals will develop a solid understanding of the biological threats
we face and the effective medical defenses against these threats.

The global threat of the use of biological weapons is serious, and
the potential for devastating casualties is high. There are many countries
around the world suspected to have offensive biological weapons pro-
grams. However, with early recognition, intervention, and appropriate use
of medical countermeasures either already developed or under develop-
ment, many casualties can be prevented or minimized.
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The purpose of this handbook is to serve as a concise, pocket-sized
manual that can be pulled off the shelf (or from a pocket) in a crisis to
guide medical personnel in the prophylaxis and management of biologi-
cal casualties. It is designed as a quick reference and overview, and is not
intended as a definitive text. A greater in-depth discussion of the agents
covered here may be found in Army Surgeon General’s Borden Institute
Textbook of Military Medicine, “Medical Aspects of Biological Warfare”
(2007) and in relevant infectious disease, tropical medicine, and disaster
management textbooks.



HISTORY OF BIOLOGICAL
WARFARE AND CURRENT THREAT

The use of biological weapons in warfare has been recorded through-
out history. During the 12" 15" centuries BC, the Hittites are known to
have driven diseased animals and people into enemy territory with the in-
tent of initiating an epidemic. In the 6 century BC, the Assyrians poisoned
enemy wells with rye ergot, and Greek general Solon used the herb hel-
lebore to poison the water source of the city of Krissa during his siege. In
1346, plague broke out in the Tartar army during its siege of Kaffa (at pres-
ent day Feodosia in the Crimea). The attackers hurled the corpses of plague
victims over the city walls. Subsequently, the “Black Death” plague pan-
demic, spread throughout Europe and is thought to have caused the death
of one-third of the population of Europe — as many as 25 million people. In
1422, at the siege of Karlstejn during the Hussite Wars in Bohemia, Prince
Coribut hurled corpses of plague-stricken soldiers at the enemy troops, and
Russian forces may have used the same tactic against the Swedes in 1710.

In 1611 in Jamestown Colony in Virginia, a toxic hallucinogenic drug
derived from plants was used against the English settlers by Chief Powhat-
an. On several occasions throughout history, smallpox was used as a bio-
logical weapon. Pizarro is said to have presented South American natives
with Variola virus-contaminated clothing in the 16th century. The Eng-
lish followed suit in 1763 when Sir Jeffery Amherst recommended that his
troops to provide Indians loyal to the French with smallpox-laden blankets
towards the close of the French and Indian War. Captain Simeon Ecuyer,
one of Amherst’s subordinates, gave blankets and a handkerchief from a
smallpox hospital to Native Americans, after which he wrote: “I hope it
will have the desired effect.” Soon afterward, Native Americans defending
Fort Carillon (now known as Fort Ticonderoga) sustained epidemic casual-
ties, which directly contributed to the loss of the fort to the English. Gen-
eral George Washington ordered variolation (a precursor of smallpox vac-
cination, using material obtained from smallpox scabs) for the Continental
Army in 1777 after the loss of the siege of Quebec, in part due to devasta-
tion rendered on his forces by smallpox, and because of concerns for pur-
poseful spread of smallpox among the colonials by the British.
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Use of biological weapons continued into the 1900s; however, the
stakes became higher as the science of microbiology allowed for a new level
of sophistication in producing agents. During World War I, German agents
inoculated horses and cattle with anthrax and glanders at the Port of Bal-
timore before the animals were shipped to France. In 1937, Japan started
an ambitious biowarfare program, located 40 miles south of Harbin, Man-
churia, code-named “Unit 731.” Studies directed by Japanese general and
physician Shiro Ishii continued there until it was destroyed in 1945. A
post-World War II investigation revealed that the Japanese researched nu-
merous organisms and used prisoners of war as research subjects. About
1,000 human autopsies apparently were carried out at Unit 731, mostly on
victims exposed to aerosolized anthrax. Many more prisoners and Chinese
nationals may have died in this facility, up to 3,000 deaths. The Japanese
also apparently used bio-agents in the field: after reported overflights by
Japanese planes suspected of dropping plague-infected fleas, plague epidem-
ics ensued in China and Manchuria, with resulting untold thousands of
deaths. By 1945, the Japanese program had stockpiled 400 kilograms of an-
thrax to be used in a specially designed fragmentation bomb.

In 1942, the US. began its own research and development program
in the use of bio-agents for offensive purposes. Similar programs existed in
Canada, the United Kingdom (UK), and probably several other countries.
This work was started, interestingly enough, in response to a perceived
German biowarfare threat as opposed to a Japanese one. The U.S. research
program was headquartered at Camp Detrick (now Fort Detrick), and pro-
duced agents and conducted field testing at other sites until 1969, when
President Nixon stopped all offensive biological and toxin weapon research
and production by executive order. Between May 1971 and May 1972, all
stockpiles of bio-agents and munitions from the now defunct U.S. program
were destroyed in the presence of monitors representing the U.S. Depart-
ment of Agriculture, the Department of Health, Education, and Welfare,
(now Health and Human Services), and the states of Arkansas, Colorado,
and Maryland. Included among the bio-agents destroyed were Bacillus an-
thracis, botulinum toxin, Francisella tularensis, Coxiella burnetii, Venezuelan
equine encephalitis virus, Brucella suis, and staphylococcal enterotoxin B.
The U.S. Army began a medical defensive program in 1953 that continues
today at USAMRIID.
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In 1972, the U.S, UK, and USSR signed the Convention on the Pro-
hibition of the Development, Production and Stockpiling of Bacteriologi-
cal and Toxin Weapons and on Their Destruction, commonly called the
Biological Weapons Convention. Over 140 countries have since added their
ratification. This treaty prohibits the stockpiling of bio-agents for offen-
sive military purposes, and also forbids research on agents for other than
peaceful purposes. To strengthen efforts to combat the BW threat, signato-
ry states agreed in November 2002 to have experts meet annually through
2006 to discuss and promote common understanding and effective action
on biosecurity, national implementation measures, suspicious outbreaks of
disease, disease surveillance, and codes of conduct for scientists. However,
despite this historic agreement among nations, biowarfare research con-
tinued to flourish in many countries hostile to the U.S. Moreover, there
have been several cases of suspected or actual release of biological weap-
ons. Among the most notorious of these were the “yellow rain” incidents
in Southeast Asia, the use of ricin as an assassination weapon in London
in 1978, and the accidental release of weaponized anthrax spores at Sverd-
lovsk in 1979.

Testimony from the late 1970s indicated that Laos and Kampuchea
were attacked by planes and helicopters delivering colored aerosols. After
being exposed, people and animals became disoriented and ill, and a small
percentage of those stricken died. Some of these clouds may have been com-
prised of trichothecene toxins (in particular, T2 mycotoxin). These attacks
are grouped under the label “yellow rain.” There has been a great deal of
controversy about whether these clouds were truly biowarfare agents (bio-
agents). Some have argued that the clouds were nothing more than feces
produced by swarms of bees.

In 1978, Georgi Markov, a Bulgarian defector living in the UK, was
attacked in London with a device disguised as an umbrella, which injected
a tiny pellet filled with ricin toxin into the subcutaneous tissue of his leg.
He died several days later. On autopsy, the tiny pellet was found and de-
termined to contain ricin toxin. It was later revealed that the Bulgarian
secret service carried out the assassination, and the technology to commit
the crime was developed and supplied by the Soviet Union’s secret service
(KGB). Interestingly, never-used research conducted in the United States
during the World War 1 revealed that ricin toxin-coated bullets produced
shrapnel that caused fatal wounds.
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In April, 1979, an incident occurred in Sverdlovsk (now Yekaterin-
burg) in the Soviet Union which appeared to be an accidental aerosol re-
lease of Bacillus anthracis spores from a Soviet military microbiology facility:
Compound 19. At least 77 residents living downwind from this compound
developed high fever and had difficulty breathing; a minimum of 66 cases
died. The Soviet Ministry of Health blamed the deaths on the consumption
of contaminated meat, and for years, controversy raged in the press over
the actual cause of the outbreak. All evidence available to the United States
government indicated a release of aerosolized B. anthracis spores. In the
summer of 1992, U.S. intelligence officials were proven correct when the
new Russian President, Boris Yeltsin, acknowledged that the Sverdlovsk
incident was in fact related to military developments at the microbiology
facility. In 1994, Harvard Professor Mathew Meselson and colleagues pub-
lished an in-depth analysis of the Sverdlovsk incident. They documented
that all of the cases from 1979 occurred within a narrow zone extending
4 kilometers downwind in a southeasterly direction from Compound 19.
A more recently reported incident from the Soviet Union revealed that in
1971, a field test of smallpox biological weapon near Aralsk, Kazakhstan
caused an outbreak of at least 10 cases and 1 death. In both Sverdlovsk and
Aralsk, a massive intervention by public health authorities greatly helped
to lower potential disease spread and deaths.

In August, 1991, the United Nations (UN) carried out its first inspec-
tion of Iraq’s biowarfare capabilities in the aftermath of the Gulf War. On
August 2, 1991, representatives of the Iraqi government announced to lead-
ers of U.N. Special Commission Team 7 that they had conducted research
into the offensive use of B. anthracis, botulinum toxins, and Clostridium per-
fringens (presumably one of its toxins), and other bio-agents. This open ad-
mission of biological weapons research verified many of the concerns of the
US. intelligence community. Iraq had extensive and redundant research
facilities at Salman Pak and other sites, many of which were destroyed dur-
ing the war.

In 1995, further information on Iraq’s offensive program was made
available to UN inspectors. Iraq conducted research and development work
on anthrax, botulinum toxins, Clostridium perfringens, aflatoxins, wheat cov-
er smut, and ricin. Field trials were conducted with B. subtilis (a simulant
for anthrax), botulinum toxin, and aflatoxin. Bio-agents were tested in var-
ious delivery systems, including rockets, aerial bombs, and spray tanks. In
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December 1990, the Iraqis filled 100 R400 bombs with botulinum toxin,
50 with anthrax, and 16 with aflatoxin. In addition, 13 Al Hussein (SCUD)
warheads were filled with botulinum toxin, 10 with anthrax, and 2 with
aflatoxin. These weapons were deployed in January 1991 to four locations.
In all, Iraq produced 19,000 liters of concentrated botulinum toxin (near-
1y 10,000 liters filled into munitions), 8,500 liters of concentrated anthrax
(6,500 liters filled into munitions) and 2,200 liters of aflatoxin (1,580 liters
filled into munitions). It appears that any subsequent biological weapons
program in Iraq was limited to research.

According to many experts, the threat of biowarfare has increased
in recent decades, with a number of countries working on the offensive
use of these agents. The extensive program of the former Soviet Union is
now primarily under the control of Russia. Former Russian president Bo-
ris Yeltsin stated that he would put an end to further offensive biological
research; however, the degree to which the program was scaled back is not
known. Revelations from Ken Alibek, a senior biowarfare program man-
ager who defected from Russia in 1992, outlined a remarkably robust bio-
warfare program, which included active research into genetic engineering,
binary bioagents and chimeras, and capacity to produce industrial quanti-
ties of agents. There is also growing concern that the smallpox virus, law-
fully stored in only two laboratories at the Centers for Disease Control and
Prevention (CDC) in Atlanta and the Russian State Centre for Research on
Virology and Biotechnology (Vektor), may exist in other countries around
the globe.

There is intense concern in the west about the possibility of pro-
liferation or enhancement of offensive programs in countries hostile to
the law-abiding democracies, due to the potential hiring of expatriate
Russian scientists. Iran and Syria have been identified as countries “ag-
gressively seeking” nuclear, biological, and chemical weapons. Libya was
also included; however, in 2003 Libya has renounced further pursuit of
offensive programs.

The 1990s saw increasing concern over the possibility of the terror-
ist use of bio-agents to threaten either military or civilian populations. Ex-
tremist groups have tried to obtain microorganisms that could be used as
biological weapons. The 1995 sarin nerve agent attack in the Tokyo sub-
way system raised awareness that terrorist organizations could potential-
ly acquire or develop weapons of mass destruction (WMD) for use against
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civilian populations. Subsequent investigations revealed that, on several
occasions, the Aum Shinrikyo cult had attempted to release botulinum
toxin (1993 and 1995) and B. anthracis (1995) from trucks and rooftops. For-
tunately, these efforts were unsuccessful. The Department of Defense ini-
tially led a federal effort to train the first responders in 120 American cit-
ies to be prepared to act in case of a domestic terrorist incident involving
WMD. This program was subsequently handed over to the Department of
Justice, and then to the Department of Homeland Security (DHS). First re-
sponders, public health and medical personnel, and law enforcement agen-
cies have dealt with the exponential increase in biological weapons hoaxes
around the country over the past several years.

The events of September 11, 2001, and subsequent anthrax mail at-
tacks brought immediacy to planning for the terrorist use of WMD in the
U.S. Anthrax-laden letters placed in the mail caused 23 probable or con-
firmed cases of anthrax-related illness and five deaths, mostly among post-
al workers and those handling mail. On October 17, 2001, U.S. lawmak-
ers were directly affected by anthrax contamination leading to closure of
the Hart Senate Office Building in Washington, D.C. Terrorist plots to use
ricin were uncovered in England in January, 2003. Ricin was also found
in a South Carolina postal facility in October, 2003 and the Dirksen Sen-
ate Office Building in Washington, D.C. in February, 2004. Ricin incidents
continue to occur due to the ready availability of the source material from
castor beans.

The National Strategy for Homeland Security and the Homeland Se-
curity Act of 2002 were developed in response to the terrorist attacks. The
Department of Homeland Security (DHS), with over 180,000 personnel,
was established to provide the unifying foundation for a national network
of organizations and institutions involved in efforts to secure the nation.
Over $8 billion from the DHS has been awarded since March, 2003 to help
first responders and state and local governments to prevent, respond to and
recover from potential acts of terrorism and other disasters. The Office for
Domestic Preparedness (ODP) is the principal component of the DHS re-
sponsible for preparing the U.S. for acts of terrorism by providing training,
funds for the purchase of equipment, support for the planning and execu-
tion of exercises, technical assistance and other support to assist states and
local jurisdictions to prevent, plan for, and respond to acts of terrorism.
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The Public Health Security and Bioterrorism Response Act of 2002
requires drinking water facilities to conduct vulnerability assessments; all
universities and laboratories that work with biological material that could
pose a public-health threat have to be registered with the U.S. Department
of Health and Human Services or the U.S. Department of Agriculture; and
new steps were imposed to limit access to various biological threat agents.
Smallpox preparedness was implemented, including a civilian vaccination
program, vaccine injury compensation program, and aid to the states. Be-
fore the March 2003 invasion of Iraq, state and local health departments
and hospitals nationwide conducted smallpox vaccinations of healthcare
workers and have since developed statewide bioterrorism response plans.

The threat of the use of biological weapons against U.S. military forc-
es and civilians may be more acute than at any time in U.S. history, due to
the widespread availability of agents, along with knowledge of production
methodologies and potential dissemination devices. Therefore, awareness
of and preparedness for this threat will require the education of our gov-
ernment officials, healthcare providers, public health officials, and law en-
forcement personnel and is vital to our national security.



DISTINGUISHING BETWEEN NATURAL AND
INTENTIONAL DISEASE OUTBREAKS

The ability to determine who is at risk and to make appropriate deci-
sions regarding prophylaxis and other response measures after a biological
attack, (whether from bioterrorism or biological warfare on the battlefield),
will require the tools of epidemiology. After a successful covert attack, the
most likely first indicator will be increased numbers of patients presenting
to individual healthcare providers or emergency departments with similar
clinical features, caused by the disseminated disease agent. The possibility
exists that other medical professionals, such as pharmacists or laboratorians,
who may receive more than the usual numbers of prescriptions or requests
for laboratory tests may be the first to recognize that something unusual is
occurring. Because animals may be sentinels of disease in humans and many
of the high-threat bioagents discussed in this book are zoonoses, it is possi-
ble that veterinarians might recognize an event in animals before it is rec-
ognized in humans. Medical examiners, coroners, and non-medical profes-
sionals, such as morticians, may also be important sentinel event reporters.

To help ensure a prompt and efficient response, public health authori-
ties must implement surveillance systems so they know the background
disease rates and can recognize patterns of nonspecific syndromes that
could indicate the early manifestations of a bioagent attack. The system
must be timely, sensitive, specific, and practical. To recognize any unusual
changes in disease occurrence, surveillance of background disease activity
should be ongoing, and any variation should be followed up promptly with
a directed examination of the facts regarding the change. In the past sev-
eral years, many public health authorities have initiated syndrome-based
surveillance systems in an attempt to achieve near real-time detection of
unusual events. Regardless of the system, a sudden sharp increase in illness
rates, or the diagnosis of a rare or unusual illness may still be first recog-
nized by clinicians or laboratorians.

After detection of a potential disease outbreak, whether natural or
human-engineered, a thorough epidemiological investigation will assist
medical personnel in identifying the pathogen and lead to the institution
of appropriate medical interventions. Identifying the affected population,
possible routes of exposure, signs and symptoms of disease, along with rap-
id laboratory identification of the causative agent(s), will greatly increase
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the ability to institute an appropriate medical and public health response.
Good epidemiologic information can guide the appropriate follow-up of
those potentially exposed, as well as assist in risk communication and re-
sponses to the media.

Many diseases caused by weaponized bio-agents present with nonspe-
cific clinical features that may be difficult to diagnose and recognize as a bi-
ological attack. Features of the epidemic may be important in differentiat-
ing between a natural and a terrorist or warfare attack. Epidemiologic clues
that may indicate an intentional attack are listed in Table 1. While a helpful
guide, it is important to remember that naturally occurring epidemics may
have one or more of these characteristics and a biological attack may have
none. However, if many of the listed clues are recognized, one’s index of sus-
picion for an intentionally spread outbreak should increase.

Once a biological attack or any outbreak of disease is suspected, the
epidemiologic investigation should begin. There are some important dif-
ferences between epidemiological investigations for natural and deliberate
outbreaks. Because the use of a biological weapon is a criminal act, it will be
very important for the evidence gathered to be able to stand up to scrutiny
in court. Therefore, if suspected to be intentional, samples must be handled
through a chain of custody and there must be good communication and in-
formation sharing between public health and law-enforcement authorities.
In addition, because the attack may be intentional, one must be prepared
for the unexpected — there is the possibility of multiple outbreaks at differ-
ent locations as well as the use of multiple different agents, including mixed
chemical and bio-agents or multiple bio-agents.

The first step in the investigation is to confirm that a disease outbreak
has occurred. Because an outbreak has a higher rate of an illness than is
normally seen in a specific population, it is helpful to have background
surveillance data to determine if what is being seen constitutes a deviation
from the norm. For example, in mid-winter, thousands of cases of influ-
enza may not be considered an outbreak, whereas in the summer, it might
be highly unusual. In addition, even a single case of a very unusual illness,
such as inhalational anthrax, might constitute an outbreak and should be
viewed with suspicion. The clinical features seen in the initial cases can
be used to construct a case definition to determine the number of cases
and the attack rate [the population that is ill or meets the case definition
divided by the population at risk]. The case definition allows investigators
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who are separated geographically to use the same criteria when evaluating
the outbreak. The use of objective criteria in the case definition is critical to
determining an accurate case number, as additional cases may be found and
some cases may be excluded. This is especially true as the potential exists
for panic and for subjective complaints to be confused with actual disease.

Once the attack rate has been determined, an outbreak can be de-
scribed in terms of time, place, and person. These data will provide crucial
information in determining the potential source of the outbreak. The epi-
demic curve is calculated based upon cases over time. In a point-source out-
break, which is most likely in a biological attack or terrorism situation, in-
dividuals are exposed to the disease agent in a fairly short time frame. The
early phase of the epidemic curve may be compressed compared to a natural
disease outbreak. In addition, the incubation period could be shorter than
for a natural outbreak if individuals are exposed to higher inocula of the
bioagent than would occur in the natural setting. The peak may occur in
days or even hours. Later phases of the curve may also help determine if the
disease is able to spread from person to person. Determining whether the
disease is contagious will be extremely important for determining effective
disease control measures. If the agent(s) is released at multiple times or sites,
additional cases and multiple sequential peaks in the epidemic curve may
also occur, something that happened with the mailed anthrax letters.

Once the disease is recognized, appropriate prophylaxis, treatment,
and other measures to decrease disease spread, such as isolation (if needed
for a contagious illness) would be instituted. The ultimate test of whether
control measures are effective is determined by observation to see if they
reduce ongoing illness or spread of disease.

In summary, it is important to understand that the recognition of and
preparation for a biological attack will be similar to that for any infectious
disease outbreak, but the surveillance, response, and other demands on re-
sources will likely be of an unparalleled intensity. Public anxiety will be
greater after an intentionally caused event; therefore, a sound risk-commu-
nication plan that involves public health authorities will be vital to an ef-
fective response and to allay the fears of the public. A strong public-health
infrastructure with an effective epidemiological investigation capability,
practical training programs, and preparedness plans are essential to pre-
vent and control disease outbreaks, whether they are naturally occurring
or intentional.
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TABLE 1. Epidemiologic Clues of a BW or Bioterrorist Attack

The presence of a large outbreak with a similar disease or syndrome, especially in a
discrete population

Many cases of unexplained diseases or deaths

More severe disease than is usually expected for a specific pathogen or failure to
respond to standard therapy

Unusual routes of exposure for a pathogen, such as the inhalational route for diseases
that normally occur through other exposures

A disease case or cases that are unusual for a given geographic area or transmission
season

Disease normally transmitted by a vector that is not present in the local area

Multiple simultaneous or serial epidemics of different diseases in the same population

A single case of disease caused by an uncc agent (.
rhagic fevers, inhalational anthrax, pneumonic plague)

pox, some viral hemor-

A disease that is unusual for an age group

Unusual strains or variants of organisms or antimicrobial resistance patterns different
from those known to be circulating

A similar or exact genetic type among agents isolated from distinct sources at differ-
ent times or locations

Higher attack rates among those exposed in certain areas, such as inside a building if
released indoors, or lower rates in those inside a sealed building if released outside

Outbreaks of the same disease occurring simultaneously in noncontiguous areas

Zoonotic disease outbreaks

A zoonotic disease occurring in humans, but not animals

Intelligence of a potential attack, claims by a terrorist or aggressor of a release, and
discovery of munitions, tampering, or other potential vehicle of spread (spray device,
contaminated letter)




THE USE OF SYNDROMIC SURVEILLANCE
IN A BIOLOGICAL ATTACK

The need to rapidly detect an intentionally caused disease outbreak
has prompted a search for faster and more reliable methods for disease sur-
veillance. “Syndromic surveillance” typically refers to the automated analy-
sis of routinely collected health data that are available even before specific
diagnoses are made. The rapid expansion of such surveillance systems in
recent years can be attributed to 1) increasingly available and timely elec-
tronic data entered into accessible databases, 2) advances in informatics and
statistics for data extraction, normalization, and detection of aberrations in
temporal or spatial data, and 3) growing concerns about the threat of epi-
demics, influenza pandemics, bioterrorism and biowarfare. In many situa-
tions, syndromic surveillance systems may not detect outbreaks faster than
traditional epidemiological surveillance methods. However, these systems
may be able to provide information that can assist with the outbreak inves-
tigation, situational awareness, tracing the spread of outbreaks and the ef-
fectiveness of countermeasures.

Data that arise from an interaction with the health care system, but do
not include confirmed or definitive diagnoses, can include early, non-specif-
ic diagnoses, such as “gastroenteritis,” or procedures from initial encounters,
such as “stool culture.” They can be recorded as text in an electronic record,
or through codes such as the International Classification of Diseases (ICD) or
Current Procedural Terminology (CPT). A chief complaint such as “cough” can
be entered in an Emergency Department electronic medical record, or “rash,
unknown etiology” entered in a billing database. These data can also include
initial impressions from emergency medical personnel on ambulance runs or
calls to nurse advice lines or doctor’s offices for information. Pre-encounter in-
formation obtained about the health of a population before presentation to a
health care provider includes over-the-counter pharmacy sales for items such
as cough syrup or anti-diarrheal medication. Behavioral changes can be detect-
ed in school or work absenteeism rates or internet queries. In general, the clos-
er the data source is to a medical encounter (chief complaints, provider initial
impressions, laboratory test orders), the more reliable the information.

To be analyzed for anomalies and compared to expected illness rates,
indicator health events must be grouped into syndromes. Most data types, in-
cluding pharmacy sales and prescriptions, laboratory tests, ambulance runs,
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chief complaints and diagnostic codes can be grouped into syndromes. Com-
mon syndrome groups include respiratory, gastrointestinal, rash, neurologi-
cal, and febrile illnesses. A syndrome grouping schema based on ICD-9 codes,
with an emphasis on bioterrorism detection, is available (www.bt.cdc.gov).

The most commonly promoted use of syndromic surveillance in a
bioterrorism or biological warfare context is for early detection of an at-
tack. Timely awareness of an increase in disease incidence can assist in
mobilizing resources and potentially decrease associated morbidity and
mortality. There are many examples of retrospective studies showing that
syndromic surveillance can provide early warning of large community-
wide disease outbreaks when compared to traditional disease reporting.
Furthermore, it is assumed that such an alert could effect earlier etiologic
diagnoses, and early institution of preventive measures such as vaccina-
tion and antibiotic prophylaxis, as well as prioritization of these measures
to affected communities in time to reduce morbidity and mortality.

The characteristics of an outbreak that make it most likely to be de-
tected by syndromic surveillance are 1) narrow distribution of the incuba-
tion period, 2) longer prodrome, 3) absence of a pathognomonic clinical sign
that would speed diagnosis, and 4) diagnosis that is dependent on the use of
specialized tests that are unlikely to be ordered. Not all biowarfare or terror-
ism-caused outbreaks will have these characteristics. In addition, early de-
tection may or may not assist with determining whether the outbreak is the
result of an intentional biological attack or not. Any disease outbreak must
be investigated by appropriate public health officials, and law enforcement
will only be involved if evidence arises that points to illegal activity. Early
detection alone does not ensure recognition of a biological attack, but data
in a syndromic system may help find clues that suggest an intentional event.

Besides early detection, syndromic surveillance systems can assist
with the evaluation of the effectiveness of countermeasures, and provide
support to epidemiological investigations by finding potential cases that
have recently presented and have the same syndromic presentation as those
already identified. It can also be used for situational awareness — providing
reassurance during periods of high concern such as large public events or
when bio-agents have been used on a small scale, such as the anthrax letter
attacks, or after the potential ricin exposure in North London. With the use
of environmental sensors for bioterrorism detection in large metropolitan
areas, potential alerts can be shared with public health officials who can
then carefully monitor syndromic data in the same geographic area.



TEN STEPS IN THE MANAGEMENT OF
POTENTIAL BIOLOGICAL CASUALTIES

Military medical personnel will require a firm understanding of cer-
tain key elements of biological defense to manage effectively the conse-
quences of a biological attack amidst the confusion expected on the mod-
ern battlefield. Civilian providers who might be called upon to respond
to a bioterrorist attack require a similar understanding. Familiarity with
the characteristics, pathogenesis, modes of transmission, diagnostic mo-
dalities, and available treatment options for each of the potential agents
thus becomes imperative. Acquiring such an understanding is relatively
straightforward once the identity of the agent is known; many references
(e.g, Army FM 8-284, NATO AMedP-6), including this handbook, exist to
assist medical personnel in agent-specific therapy. A larger problem pres-
ents itself when the identity of a causative agent is unknown. In some cas-
es, an attack may be threatened, but it may remain unclear as to whether
such an attack has actually occurred. Similarly, it may be initially unclear
whether casualties are due to the intentional release of a biological agent or
a chemical agent, or whether they are due to a naturally occurring infec-
tious disease outbreak, an emerging infectious disease, an accidental tox-
ic industrial exposure, or even mass psychogenic illness. We recommend
here a ten-step process to guide medical personnel in the evaluation and
management of intentional outbreaks of unknown origin and etiology. We
feel that such an algorithmic approach (as exemplified by the Advanced
Trauma Life Support Course (ATLS) sponsored by the American College
of Surgeons) is desirable when dealing with the unknown, especially un-
der the austere conditions and chaos expected on the modern battlefield.

1. Maintain an index of suspicion. In the case of chemical or conventional
warfare and terrorism, the sinister nature of an attack might be obvious.
Victims would likely succumb in close temporal and geographic proximity
to a dispersal or explosive device (i.e., clustered in time and space). Compli-
cating discovery of the sinister nature of a biological attack, however, is the
fact that bio-agents possess inherent incubation periods. These incubation
periods, typically days to even weeks in length, permit the wide dispersion
of victims (in both time and space). Moreover, they make it likely that the
‘first responder’ to a biological attack would not be the traditional first
responder (fire, police, and paramedical personnel), but rather medics,
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primary care physicians, emergency room personnel, and public health
officials. In such circumstances, the maintenance of a healthy ‘index of
suspicion’ by a medical provider is imperative if a timely diagnosis is to be
made and prompt therapy instituted.

Additionally, with many of the diseases typically regarded as po-
tential weapons, very early intervention is mandatory if a good patient
outcome is to be achieved. Anthrax, botulism, plague, and smallpox are
readily prevented if patients are provided proper antibiotics, antisera, and/
or vaccination promptly after exposure. Conversely, all of these diseases
may prove fatal if therapy or prophylaxis is delayed until classic symp-
toms develop. Unfortunately, symptoms in the early, or prodromal, phase
of these illnesses are non-specific, making diagnosis difficult. Moreover,
many weaponizable bioagent infections, such as brucellosis, Q fever, and
Venezuelan equine encephalitis (VEE), may present simply as undifferen-
tiated febrile illnesses. Without a high index of suspicion, it is unlikely that
medical personnel, especially at lower echelons of care, removed from so-
phisticated laboratory and preventive medicine resources, will promptly
arrive at a proper diagnosis and institute appropriate therapy.

I1. Protect yourself. Before medical personnel approach a potential biologi-
cal casualty, they must first take steps to protect themselves. These steps
may involve a combination of physical, chemical, and immunologic forms of
protection. On the battlefield, physical protection typically consists of a pro-
tective mask. Designed primarily with chemical vapor hazards in mind, the
M-40 series mask certainly provides adequate protection against all aerosol-
ized bioagent threats. In fact, a HEPA-filter (or even a simple surgical) mask
will often afford adequate protection against all bio-agents, although not
against chemical threats. Chemical protection refers, in general, to the pre-
and/or postexposure administration of antibiotics; such strategies are dis-
cussed on an agent-specific basis elsewhere in this book. Immunologic pro-
tection principally involves active vaccination and, at present time, applies
mainly to protection against anthrax and smallpox. Again, specific vaccina-
tion strategies are discussed throughout this book. Obviously, not all of these
protective strategies would be applicable in every situation.

Il Assess the patient. This initial assessment is somewhat analogous to
the primary survey of ATLS management. As such, before attention is
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given to specific management, airway adequacy should be assessed and
breathing and circulation problems addressed. The initial assessment is
conducted before decontamination is accomplished and thus should be
brief, but the need for decontamination and for the administration of an-
tidotes for rapid-acting chemical agents (nerve agents and cyanide) should
be determined at this time. Historical information of potential interest to
the clinician should also be gathered, and might include information about
illnesses among other unit members, the presence of unusual munitions,
food and water procurement sources, vector exposure, vaccination history,
travel history, occupational duties, and MOPP status. Physical exam at this
point should concentrate on the pulmonary and neuromuscular systems,
as well as any unusual rashes or bleeding.

1V. Decontaminate as appropriate. Decontamination plays a very impor-
tant role in the approach to chemical casu